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With over 800 million broadband users, India faces unique
opportunities and challenges in navigating the digital
landscape. This aspirational manifesto aims to set forth our
vision for a prosperous, safe and equitable knowledge
society, one that is rooted in the public interest and aligned
with the nation's foundational values and principles.
Recognizing the critical balance between leveraging
technological opportunities and addressing associated
risks, this document is designed on the premise that
inclusive information societies can help ensure balanced
growth, societal well-being, and the enhancement of
individual rights. 

Overview
This aspirational manifesto is a call to action based on five
promises/ objectives to shape our shared digital future. We
hope that Indian politicians find it useful in shaping their own
promises in the run up to the 2024 General Elections. 
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Electronics Layer: The electronics layer within
the context of this manifesto encapsulates the
hardware components, devices, and systems
integral to digital technology. It encompasses
the manufacturing, assembly, and distribution
of electronic goods, ranging from consumer
devices like smartphones, computers, and
wearables to industrial equipment, sensors,
and other elements such as servers and
networking hardware. This layer is pivotal in
driving technological advancements, shaping
innovation, and supporting the functionality of
digital services and products. It also involves
policies and initiatives directed at fostering
indigenous manufacturing, promoting research
and development in electronics, streamlining
supply chains, and ensuring quality standards
in electronic goods.

Content and App Layer: The content and app
layer represents the diverse landscape of
digital content, applications, software, and
services available across various platforms and
mediums. It includes social media platforms,
streaming services, e-commerce platforms,
communication apps, software applications,
digital entertainment, educational content, and
more. Policies governing this layer focus on
content regulation, user privacy, intellectual
property rights, data governance,
cybersecurity, and fostering an environment
conducive to innovation and fair competition.
Additionally, they address issues related to
user-generated content, platform liability, and
ensuring ethical and constitutional standards
are upheld in digital media and app-based
services.

Infrastructure Layer: The infrastructure layer
forms the backbone of the digital ecosystem,
comprising telecommunications networks,
internet infrastructure, data centers, cloud
computing services, and digital payment
systems. It involves the physical and virtual
frameworks that enable connectivity, data
storage, and the seamless functioning of digital
services. Policies related to this layer should
emphasize equitable access to high-quality and
affordable digital infrastructure across urban
and rural areas. They should also cover
cybersecurity measures, data protection,
standards for digital interoperability, promoting
shared infrastructure to reduce redundancy,
and fostering innovation in infrastructure
technologies to support the evolving needs of a
digitally connected society.

Information technology has revolutionised the production and consumption of knowledge. This manifesto outlines a vision to make the most
of the information era, ensuring individual rights are upheld, societal harms are mitigated, equitable access is provided, and governance is
agile yet grounded, steering towards a prosperous and inclusive digital future rooted in foundational values and principles. The scope of this
manifesto extends across: 

Scope
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Five Promises/
Foundational

Objectives
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Ensure that technology, especially
when used in public sector service
delivery, is aligned with and enhances
individual rights and constitutional
values

Uphold Individual Rights and
Constitutional Values in the
Digital Sphere

Develop policies that support the
growth of a digital economy that is
resilient, competitive and sustainable

Foster a Resilient and Inclusive
Knowledge Society

Develop and implement policies
aimed at identifying and mitigating
societal harms arising from emerging
digital technologies

Mitigate Societal Harms and
Address Market Failures

Ensure that all citizens have equal
and affordable access to digital
technologies, with particular focus on
underserved and rural areas

Promote Equitable Access and
Quality of Service

Encourage a balance between
technological innovation and necessary
regulation, emphasising minimal state-
intervention wherever possible

Minimum Government, Agile
Governance
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Proposed Actions



1 2 3 4 5
Uphold Individual
Rights and
Constitutional
Values in the Digital
Sphere

Foster a Resilient
and Inclusive
Knowledge Society

Mitigate Societal
Harms and Market
Failures

Equitable Digital
Access and Quality
of Service

Minimum
Government, Agile
Governance
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Trusted Value Chains: While India has initiated steps
towards implementing the concept of trusted supply
chains, particularly in sectors like telecom, our approach
is entity-centric, focussed on maintaining lists of trusted
vendors and suppliers based on criteria such as
ownership and country of origin. However, the intricate
and interconnected nature of information technology
necessitates a comprehensive approach. The notion of
trust must encompass an understanding of the flow of
value within technology supply chains. This is essential
to mitigate risks and vulnerabilities that can be exploited
by bad actors, even in scenarios where individual
entities are deemed trustworthy.

Specifically, the introduction of an investment screening
law for critical industries / market segments is
imperative. A nuanced and sophisticated law will help
identify and oversee points of tacit control within the
value flow of supply chains. This would contribute to
building a resilient information technology infrastructure
that is secure, reliable, and aligned with India’s strategic
interests. Such a law may simultaneously increase
inward investments and introduce greater flexibilities for
compliant firms. 

Foster a
Resilient and

Inclusive
Knowledge

Society

2

2.1

Multistakeholder Digital Governance: Recognizing
the complexity and vastness of the digital economy, it is
crucial for India to continue to commit to
multistakeholder digital governance that involves
various segments of society in the policymaking
process. This approach aligns with India's endorsement
of multi-stakeholderism in the global governance of the
internet over the past decade. Such a model facilitates a
'whole of society' approach, ensuring that policies and
regulations are well-informed, inclusive, and reflect the
diverse interests and expertise within the digital
ecosystem.

A key aspect of multi-stakeholderism is an emphasis on
self-regulation and co-regulation as effective regulatory 

2.2

Economic Security in Electronics: India faces the
challenge of transforming from an import-dependent
economy to one that excels in export competitiveness
and scale. Despite significant initiatives, including
performance-linked incentives and subsidies, a
strategic recalibration of policies to promote electronics
manufacturing is essential. This recalibration should not
only aim at import substitution but also at enhancing
global competitiveness. Critical to this transition are
improvements in infrastructure, logistics, tax structures,
and a simplification of compliance processes, which are
fundamental in reducing the operational disadvantages
currently faced by domestic manufacturers.

Deepening regional economic integration is a pivotal
element in this strategy. By fostering closer economic
ties with relevant regional groups such as the
Association of Southeast Asian Nations, India can
create a more interconnected and efficient supply
chain. This would strengthen India's position in the
global manufacturing landscape and simultaneously
help diversify sources of demand. Focusing on both
internal improvements and external economic
relationships, India can build a robust electronics
manufacturing ecosystem, capable of competing on the
global stage and contributing to long-term economic
security.

2.3

mechanisms. These models, involving multiple expert
stakeholders, can fill the gaps in knowledge and
capacity that currently exist within state and regulatory
institutions. By fostering greater standard-setting and
allowing for more flexible, market-oriented governance,
these models can reduce the reliance on hard law,
creating a dynamic and effective framework for the
governance of digital products and services. Above all,
a commitment to a multi-stakeholderism promotes a
more participatory and democratic governance
process.

5
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Mitigate
Societal
Harms and
Market
Failures:

3

Trusted Information Ecosystem: In addressing the
pervasive challenge of disinformation online, a
collaborative public-private approach is essential. The
State, while a key player in this endeavour, cannot
tackle this issue in isolation. Strategic partnerships with
digital platforms and intermediaries are critical to extend
the supervisory reach and harness the vast data and
content oversight capabilities that these entities
possess. Digital platforms, with their advanced tools and
technologies for content moderation and trend spotting –
often referred to as 'reg-tech' – play a pivotal role in
regulating user environments and identifying misleading
content. Additionally, entities managing core application
services like operating systems, browsers, and other
internet access interfaces hold significant potential in
aiding supervision. It is imperative to co-opt and
incentivize these players. 

Simultaneously, the State bears the primary
responsibility of educating and preparing citizens to
navigate the internet more discerningly. This involves
the development of initiatives aimed at enhancing digital
literacy, especially in the context of understanding and
critically assessing online content. Such efforts become
even more crucial in scenarios where disinformation
could lead to population-scale harm, such as in cases of
information warfare by adversarial states or non-state
actors. India must foster a digital environment where
misinformation and disinformation are not only identified
and curtailed but also less likely to be believed and
propagated by citizens.

Furthermore, there is a need to assess state capacity to
address threats, specifically in the cyberspace. The
scale of the Indian population on the internet ensures
that government agencies such as CERT-IN might face
limitations in handling the increasing volume of cyber
breaches. To overcome this, the government can
consider the establishment of a National Cyber Corps,
utilizing the abundance of engineering talent in India.
This corps could focus on enhancing cyber security 

3.1

Global Coordination: Global coordination is
paramount to address the real-world harms emerging
from cross-border technology, such as crypto-assets
and AI. To establish effective guardrails against serious
concerns like money laundering and cyber terrorism,
India must actively build domestic capacities to engage
internationally. This involves developing and enforcing
supervision mechanisms that align with global
standards, yet are tailored to the unique challenges
presented by these technologies.  A robust approach is
one that addresses risks and fosters the responsible
development and deployment of these emerging
technologies.

Furthermore, India's role in setting standards for digital
systems and infrastructures, particularly those that
require cross-border interoperability, is critical. This
extends to establishing rules for the interaction between
digital and physical systems, ensuring seamless and
secure integration. Active and meaningful participation
in global forums is essential, ensuring that India's
contributions are not mere afterthoughts but are
influential in shaping global policies and practices.  
Such engagement will not only bolster India's position in
the international arena but also ensure that global
standards reflect India's perspectives and
requirements.

3.2

measures, not just in response to breaches but also in
proactive defence and infrastructure fortification against
cyber threats.

Quality Regulatory Institutions:Three decades into
its economic liberalisation, India has witnessed the
evolution of regulatory institutions overseeing several
ICT-enabled markets. However, the quality of
regulations and the institutional capacity of its
regulators still require substantial enhancement to meet
global standards. As highlighted by the International
Telecommunications Union, which classifies India's 

3.3

8

9
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ICT regulator as a third-generation body, there is a
significant gap when compared to the more advanced
fifth-generation collaborative regulators. This disparity,
coupled with the high volume of litigation linked to
economic regulations,   points to a pressing need for
improved regulatory efficacy and economic justice,
particularly in the fast-evolving technology-driven
markets.

To elevate India’s regulatory institutions to world-class
status, a comprehensive strategy focusing on
institutional design, expertise retention, and
collaborative processes is essential. Equally important is
the strengthening of appellate institutions, which play a
crucial role in delivering economic justice and 
maintaining regulatory balance. The synergy between
regulators, appellate authorities, and policy-making
bodies is vital for a cohesive regulatory ecosystem. This
triad must operate in sync, adopting global and local
best practices, to ensure a regulatory environment that
is robust, transparent, and conducive to balancing
market growth and consumer welfare.

12
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Equitable
Digital Access
and Quality of
Service

4

Responsible Innovation: An ecosystem where
technology players are not only motivated but also
rewarded for comprehensively assessing the impacts of
their products and services, including their social and
environmental footprints is a meaningful ideal.
Incentives for promoting responsible innovation could be
strategically integrated into public procurement norms,
encouraging companies to develop solutions that
enhance rather than erode public trust.   Such incentives
would drive the industry towards creating technology
that is socially beneficial and environmentally
sustainable. Additionally, these incentives could be
extended to aspects of design and development,
ensuring products and services foster inclusivity and
trust.

The State plays a crucial role in shaping this landscape
of responsible innovation. It should encourage
businesses, especially those at the intersection of digital
and emerging technologies, to establish robust internal
checks to ensure their offerings are free from biases and
are reliable, safe, and user-friendly. This is particularly
important in industries like education, HR-tech, gaming,
fintech, and other areas where the risk surface is
extensive. Furthermore, the State should facilitate the
creation of industry-wide codes of practice in
collaboration with civil society, technical bodies, and
experts. These can serve as benchmarks for
responsible innovation, reflecting collective societal
wisdom. 

4.1 business conduct -- and these objectives must be
enshrined in a forward-looking IT policy.

Furthermore, a nuanced understanding of the dynamics
of digital markets is essential for effective competition
regulation. India should prioritize regular market studies
and robust evidence collection to differentiate between
natural monopolies and other market structures. A
focus on harm assessment and ex post determinations
rather than ex ante prescriptions allows for more
tailored and effective interventions.   Such an evidence-
based approach, coupled with an ethos of assessing
market dynamics on a case-by-case basis, ensures that
regulatory actions are precise, timely, and conducive to
maintaining a vibrant and competitive digital market.

Shared Infrastructure, Enhanced Prosperity:
Opening up and sharing last-mile connectivity
infrastructure is a key to enhancing digital service
delivery. The capital-intensive nature of this
infrastructure makes it vital to encouraging sharing of
resources. This will reduce the cost of network
development by avoiding duplication of infrastructure.
Crucially, freeing up capital can increase investment
towards areas that are traditionally underserved,
fostering greater inclusivity in access to connectivity
services including telecom and internet.

One notable example of infrastructure sharing is Local
Loop Unbundling (LLU), which India should commit to.
LLU involves allowing communications and broadcast
network providers access to the last-mile infrastructure
of the dominant market player, the incumbent provider,
to deliver services to customers.  This approach
ensures fair and non-discriminatory access to network
resources and promotes open competition in service
provision. It also serves as a veritable analogue to the
focus on digital public infrastructure in the context of
areas such as retail payments and digital exchanges --
that unlock interoperability related gains in various
digital market segments.

4.3

Competitive Digital Market: Maximising the
distributional benefits of digital markets requires a policy
environment that inherently supports and stimulates
competition. Key to this is the development of regimes
that have a pro-competition bias. India must encourage
digital businesses to innovate and compete, not only
domestically but also on a global scale. A responsive
policy framework should nurture innovation while
ensuring fair competition. Information technology
regimes, in particular, need to be crafted to enforce fair,
reasonable, and non-discriminatory practices in
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One Nation One Market :The digital market is
advantageous for local businesses because it allows for
seamless access to the pan-Indian market. This feature
however rests on two principal assumptions. The first is
that the standards for digital enabled or digital service
delivery are not fragmented along regional boundaries.
That is, a user in Kashmir should be able to access the
same experience, service or product as one in
Kanyakumari. Towards this, digital products and
services must be covered within the Central list of the
Seventh Schedule of the Constitution.

Similarly, the ideal of one nation one digital market
simply cannot hold without a uniform taxation structure.
The goods and services tax (GST) was meant to
exemplify this idea in its own way through the
prerequisite of one nation one tax. But this ideal is
fragmented owing to contestations for revenue
maximisation and now there are seven prevailing tax
rates offline. The country must take a long-term view to
standardise taxation online -- to ensure it does not begin
to mimic the fragmentation businesses and consumers
experience offline. 

Minimum
Government,

Agile
Governance

5

5.1 anywhere. The true essence of the internet is its global
nature. Introducing non market-based pricing rules for
network access disrupts this paradigm. A
recommitment to net neutrality will allow for market-
based mechanisms for price discovery between
applications and infrastructure players, and therefore
help maximise consumer welfare. 

Modernise Adjacent Laws: Several legal frameworks
aid in the monetisation and growth of IT. Most
prominent among these are laws related to intellectual
property (IP). A commitment to fostering a healthy
environment for innovation and commercialisation can
provide a fillip to Indian start-ups in the digital space --
something that can be envisioned in a new IP policy.
Core to this is the need for a modern IP regime to reflect
new economic realities. For instance, India does not
have a trade secrets law.   Such a law can complement
patent laws in early innovation stages by allowing
inventors in the start-up space to freely share ideas with
investors.  

Similarly, a commitment to ensuring that the State
cannot expropriate private property is essential to the
growth of the start-up ecosystem.   This translates to
several specific areas of policy focus. Mandatory
sharing requirements that are aimed at content
creators, publishers and platforms must be avoided at
all costs.   These erode incentives for private
investment and are a relic of the old economy.
Additionally, the country must protect source codes and
proprietary algorithms with reasonable and well-defined
exceptions for national security purposes. Such
protections will provide the necessary impetus to build
confidence and trust in the digital ecosystem, and allow
for commercialisation and scaling of the vibrant Indian
start-up ecosystem. 

5.3

Light-Touch Regulation: India has largely adopted a
light-touch approach to digital regulation. However,
proactive measures need to be taken to ensure legacy
regulatory constructs do not spill over into the digital
space. For instance, price regulation of non-essential
services should not be considered in the digital market.
Today, India is exceptional in the manner it price
regulates non-essential markets like the television
market.   This has led to a stagnation in the quality of
content, for instance through a lack of monetisation
options for niche content. 

In the digital context, forbearance on price regulation
essentially translates to a recommitment to the principle
of network neutrality. This is the idea that anyone can
launch an app and distribute it over the internet and
consumers can freely access these apps from
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